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Miguel F Orozco

89134 Treulon Dr
houston, T¥X 77036

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicatiocn services he
required to have built—in wiretapping access,

I do not belisve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goeing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once agajn, I urge vyou to oppcse the'dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

T laok forward to hearing your thoughts on this matter.

Sincerely,

Miguel Francisco Orozco
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Bonnie Flynn

7371 Holst Rd
Clinton, WA 98236

March 19, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC ¢hairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring all
new homes he bhuilt with a peephole far law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is <reating the very real potential for hackers and thieves or
EVeNn rogue government agents to access our personal communications. Past
effarts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestian of the Department af
Justice that cur new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Bonnie Flynn
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Shannon Halkyard

38 Morrell St,
San Franciscao, CA 34109

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicon to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephene companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to faorce the industry to actually build jts systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to loock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information betwsen sources Tike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoleogies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Shannon Halkyard
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Nikhil Bhatla
376 E Washington Ave #1
Sunnyvale, CA& 94086

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20594

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tec allow
the FBI to conduct surveillance. The FBI is going far bsyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes bhe buiit with a peephole for law gnforcement to look through.

I am very concerned that this reguirement represents an end—run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone c¢ompanies and data
sources like e-mail. The FBIig %s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key toc our personal communications, the
government s creating the very real potential far hackers and thieves i¢% or
EVEN rogue gaovernment agents ¢% to access our personal communications. rFast
efforts to provide this sort of 9Y:%backdoori¢h access have not been successful
and only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticon technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Nikhil Bhatla
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Laura Kamienny

13 Border St.
Dedham, MA D2026

March 19, 2004

FCC Chairman Michael Poweil
Federal Communications Commissian
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent aof the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Jike phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
dovernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that cur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Laura Kamienny
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Tazz Kall

3505 Orrin Ave
Youngstown, Ohio 44405

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to ewxpress my oppositicn to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
gavernment eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very concerned that this reguirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up bosundaries for how
the fBI can collect information between sour<es 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real paotential for hackérs and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sart of bhackdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, T urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouid have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,
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teve Sagady

10596 Gabacho
San Diego, California 92124

March 19, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositien to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond thess existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring ali
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
Even rogque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Steve Sagady
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Robert M. Blakeburn

749 N Avalon
Memphis, TN 38107

March 19, 2004

FCC Chairman Michael Powell
Federa} Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to exaress my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring & master key tc our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward te hearing your thoughts on this matter.

Sincerely,

Mark Blaksburn
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Michelle Dol]
380 Crestwood Ct.
Algongquin, IL 60102

March 13, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Cchairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Interrnet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes he built with a peenhole for law enforcement ta look through,

I am very concerned that this requirement represents an end-run asround
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information hetween sources like phone companies and data
sources 1ike e-majl. The FBI s agqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c<reating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communicatians, Past
efforts to provide this sart af bhackdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michelle Doll
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Robhert Trujilio

7t Faragut Ave
Tonawanda, NY 14150

March 19, 2004

FCC Chairman Michael Powel)
Federal Communications Cammissian
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiaon services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goning far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes he built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring az master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications. Past
efforts to preovide this sort of backdoer access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologties should have built-—in
wiretapping. ‘

I laok forward to hearing your thoughts on this matter.

Sincerely,

Robert Trujillo
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Joanne Vuiliemot

1789 Cypress Mesa Drive
Henderson, NV 83012

March 19, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & copcerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not bhelieve this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI js going far bevond these sxisting
paowers by trying to force the industry teo actually build its systems around
government eavesdropping. Tt is ths aguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <collect information between sources }ike phone companies and data
sources like e-mail. The FBI s aqggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our perssnal communications, the
gavernment 15 creating the very real potential for hackers and thieves or
even rogue qovernment agents to access our personal communications. past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once . again, I urge you ta oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouwld have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.

Joanne vuilllemot
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Daniel Dugal

3 Primrose Ln
Brewster, WY 10509

March 19, 2004

FCC Chajrman Michael Paowel)
Federal Communications Commissicn
44% 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a <oncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a pesphole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢oliect infarmation between scurces 1ike phone companies and data
sources 1ike e-mail. The FBI s asgressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications., the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
effarts to provide this sort of hackdoor access have not heen successful and
only created a rich opportunity for hackers. '

Once again, I urge you ta agpose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Daniel Jamas Dugal
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lee hutchings

1803 gray st 8401
palacios, texas 77485

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing toc express my opposition to the
Department of Justice s request that all new Internet communicatian services be
required to have built-in wiretapping access.

I dao not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwean sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thisves or
eyven rogue qovernment agents to access our personal communications, Past
effarts to provide this sort of bhackdoor access have not been successful and
only created a rich apportunity far hackers.

Once again, I urge you to cppose the dangerous sugaestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

lee hutchings
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Dale Logye

9 Coraopolis Rd
Coraopolis. PA 15108

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

Please oppose this requirement.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢nnduct surveillance. The FBI is going far beyond these existing
paowers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for 1aw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween scurces like phone companies and data
sources 1ike e-majl. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sart of hackdoar access have not been successful and
onty <reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

bale William Logue
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John-Christaophe ward

918 Stewart Court
New Orleans, LA 701139

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Intsrnet telephone companies to allow
the FBI to conduct surveillance. The FBI js going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information hetween sources Tike phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gevernment agents to access our personal communications. past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
witretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Tohn—Christopher Ward
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Cregory Manko

500 West 43rd Street, #14B
New York, NY 10036

March 19, 2004

FCcc Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that 311 new Internet communicaticn services be
required to have built—in wiretapping access,.

I do not believe this requirement 1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes bhe huilt with a peephole for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources Tike phone companies and data
spurces }ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by reguiring & master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
afforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Gregory J. Manko
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Anthony Martinez

801 N. Park Ave.
River Forest, IL 60305

March 19, 2004

FCC Chairman Michael Pawell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Intaernet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry ko actually build its systems around
govearnment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with & peephole for law enforcement to look through.

I am very caoncerned that this reguirement represents an end—run around
Congress. iawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
anly created a rich oppaortunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technalogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Anthony Martinez
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RANDALL DAVIDSON

1503 VIEWPOINT DR,
BEAVERCREEK, OHIOQ 45434

March 18, 2004

FCC Chairman Michael Powel]
Federal Cammunications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition tec the
Department aof Tustice s reguest that all new Internet communication seryices be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary, Llongstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the goverament requiring all
new homes be built with a peephole for law enforcement to lTook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
wauld bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our persaonal cammunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful zand
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

T Took forward to hearing your thoughts on this matter,

Sincerely,

RANDALL DAVIDSON
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John Criswell

1902 louise SW
Albuguerque, KM 87105

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 {12th Street SW

Washington, DC 20954

FCC Chalrman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrepping. It is the equivalent of the government reguiring all
new haomes he built with a peephole for law enforcement to look thraugh.

I am very concerned that this reguirement represents an end-—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
Even rogue goverhnment agents to access our personal communications. Past
effnrts to provide this sort of hackdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John W. Criswell
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Patricia Margan

P.0O., Box 472
Ross, CA 948957

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatfon services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allaow
the FBI to conduct surveillance. The FBI is going far bevand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to 1ook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces like e-mail. The FBT s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogque government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers,

Oonce again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Patricia Margan
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Anne Kaeser

33587 Jarvis Av.
San Jose, CA 95118

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 209554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet <ommunication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilliance. The FBT is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes bhe built with a peephole for law enforcement to locok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coilect informatian between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I urderstand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gveh rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangsrous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Anne Kaeser
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Wes Burden

1011 NW 25th
Corvallis, OR 97330

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a copcerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
EvVen rogue goOVErnment agents to access our persanal communications, Past
efforts to provide this sort of backdoor access have not been successful and
oniy c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Tustice that our new Internet communication technolegies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Wes Burden
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Jeanette Cool

71 Hartford
San Francisco, CA 94114

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

Personal privacy is a <ivil right. I do not believe this requirement is
necessary. Longstanding laws already require Internet Service Providers and
Internet telephone companies to allow the FBI tso canduct surveillance. The FBI
is going far beyond these existing powers by trying to force the industry to
actually build its systems around government eavesdropping. It is the
equivalent of the government requiring all new homes be built with a peephole
for law enforcement to laok through,

I am very concerned that this requirement represents an end-run arountd
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources 1ike phone companies and data
scur<es like e-mail. The FBT s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to cur personal cemmunications, the
government js creating the very real potential for hackers and thiewves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sart of bhackdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge yvou to oppose the dangerous syggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping. Why would our government treat us all as if we are unlawful?!?!?

I lock forward to hearing your thoughts on this matter.

Sinceraly,

Teanette Cool
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Watonka Addison

178 Main St
Ben Lomond, CA 35085

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be bhuilt with & peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can collect information between sources like phone companies and data
sources J1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue qovernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Watonka aAddsion



